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§ 94.5 Forms required. 
The following forms required for nat-

uralization purposes may be obtained 
from any office of the Immigration and 
Naturalization Service: 

(a) N–400 Application to File a Peti-
tion for Naturalization (Adult) (Submit 
original form only). 

(b) N–402 Application to File a Peti-
tion for Naturalization (Child) (Submit 
original form only). 

(c) G–325 Biographic Information 
(Submit original and duplicate of 
multileaf form). 

(d) G–325B Biographic Information 
(Submit original form only). 

(e) FD–258 Applicant Fingerprint 
Card (Submit one completed card). 

(f) N–426 Certificate of Military or 
Naval Service (Submit in triplicate). 
(Should be handled on a priority basis 
so as to avoid prejudicing the early 
completion of the naturalization proc-
ess, particularly for an alien who may 
receive an overseas assignment.) 

(g) ‘‘Naturalization Requirements 
and General Information,’’ published 
by the U.S. Department of Justice 
(Form N–17) describes the naturaliza-
tion requirements and lists Immigra-
tion and Naturalization offices which 
process applications. 

PART 96—ACQUISITION AND USE 
OF CRIMINAL HISTORY RECORD 
INFORMATION BY THE MILITARY 
SERVICES 

Sec. 
96.1 Purpose. 
96.2 Applicability. 
96.3 Definitions. 
96.4 Policy. 
96.5 Responsibilities. 
96.6 Procedures. 

AUTHORITY: 10 U.S.C. 503, 504, 505, and 520a. 

SOURCE: 49 FR 23042, June 4, 1984, unless 
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§ 96.1 Purpose. 
Under title 10 U.S. Code, sections 503, 

504, 505 and 520a, this part establishes 
policy guidance concerning the acquisi-
tion of criminal history record infor-
mation for use in determining an en-
listment applicant’s suitability for 
entry and for participation in special 
programs that require a determination 

of trustworthiness (part 156 of this 
title), assigns responsibilities, and pre-
scribes procedures. 

§ 96.2 Applicability. 

This part applies to the Office of the 
Secretary of Defense, the Military De-
partments, and the Defense Investiga-
tive Service (DIS). The term ‘‘Military 
Services,’’ as used herein, refers to the 
Army, Navy, Air Force, and Marine 
Corps. 

§ 96.3 Definitions. 

(a) Criminal history record information 
(with respect to any juvenile or adult 
arrest, citation, or conviction). The of-
fense involved; age of the person in-
volved; dates of arrest, citation, or con-
viction, if any; place of the alleged of-
fense; place of arrest and assigned 
court; and disposition of the case. 

(b) Criminal justice system. State, 
county, and local government law en-
forcement agencies; courts and clerks 
of courts; and other government agen-
cies authorized to collect, maintain, 
and disseminate criminal history 
record information. 

(c) Special programs. Military Serv-
ices’ programs that, because of their 
sensitivity or access to classified infor-
mation, require the DIS to perform the 
investigations specified in chapter III 
of DoD 5200.2–R. 

§ 96.4 Policy. 

Section 503 of title 10 U.S. Code re-
quires the Secretaries of the Military 
Departments to conduct intensive re-
cruiting campaigns to obtain enlist-
ments. It is the policy of the Depart-
ment of Defense that the Military 
Services review the background of ap-
plicants for enlistment and for partici-
pation in special programs to identify: 

(a) Those whose backgrounds pose se-
rious questions as to fitness for service 
(10 U.S.C. 504 and 505) or suitability for 
participation in special programs (part 
156 of this title). 

(b) Those who may not be enlisted in 
the Military Services unless a waiver is 
granted (section 504 of title 10, United 
States Code). 

(c) Those who may try to enlist 
fraudulently. 
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